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MONTHLY DONATION

PAYMENT OPTIONS
ALSO VISIT JCCF.CA FOR SECURE CREDIT CARD DONATIONS
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$500
CHEQUE PAYABLE TO: JuSTICE CENTRE FOR CONSTITUTIONAL FREEDOMS

CREDIT CARD #:

EXP:
SIGNATURE:

$1,000
ONE TIME DONATION
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“YES, | SUPPORT THE FUNDAMENTAL FREEDOMS OF ALL CANADIANS”

DONATION AMOUNT
PLEASE CHOOSE:
POSTAL CODE:

PHONE:

ADDRESS:
EMAIL:

Y ¥
CITY:
PROV:

WHAT CAN YOU DO?

Do you want to live in a country
where Digital ID is a prerequisite
for access to essential private and
public services? Do you want your
physical and financial behaviours
to be tracked by governments and
corporations? Do you want the
government to be able to freeze
your bank accounts at the flick of a
switch?
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E-TRANSFER DONATIONS: etransfer@jccf.ca
CHARITABLE NUMBER: 817174865-RR0001

Canadians must participate in the
conversation about how Canadian

governments and businesses ought P

to use Digital ID. The first step is to Qﬁ\' T R H B n E D
become informed about Digital ID K & \
and the Charter. "\55 N _i AN D 8
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TAKE ACTION! THE gﬂB(n)ﬂV\KI'!NG

Visit our Action Centre at r
www.jccf.ca/action-centre , LD#“ ! .meu Iﬂ-'A L 8

and contact your local MLA/MPP » P y ~
provincially and your federal Member \ : D ICTATORSH IP \ %

e ‘l.]ur |-|Ln.l.|.u d

of Parliament. Let them know that
Digital ID violates your privacy rights
and threatens the constitutional
freedoms of Canadians.
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Justice Centre NO@AI}D.CA

for Constitutional Freedoms

SIGN UP FOR THE JCCF MAILING LIST:
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WHAT IS DIGITAL ID? e _ = NN se_z = False
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Where do you spend your time? - CANADA IS ON A DANGEROUS

h d d ?
oiia-boms v it D A TH TOWARDS UNPRECEDENTED

“GOVERNMENT SURVEILLANCE

Every day, Canadian governments - 3

"“" use Digital ID to learn about you: your AND CONTROL - A VERITABLE l-& :

N speech, your habits, your opinions, R acti
TIPS your finances, and your body. ‘_DJ GITAL DICTATORSHIP. str{modifier _ob)) #
«% "B You have probably encountered l

@8 Digital 1D already. Perhaps you WHAT ARE THE RISKS OF DIGITAL ID?
: accessed your provincial online WHILE DIGITAL ID MAY BE CONVENIENT, THERE ARE SERIOUS RISKS ASSOCIATED WITH IT.
BN profile to renew your license or to
LALLM pay a fine. Perhaps you scanned your SECURITY OF THE PERSON: Governments and corporations may deny services to those
Coh) Covid passport to dine-in or travel. who choose not to have Digital IDs. In many cases, Canadians have been denied access
-‘_'f’_‘,'-" Perhaps you used ArriveCAN to cross to essential services, such as shopping, banking, education, and medical care, because
‘:':‘1"." an international border. Digital ID they did not have a government-issued Digital ID.

57 B can be more comprehensive than .
iy physical ID, capturing usernames ACCESSIBILITY: In 2021, millions of Canadians, who were exercising their freedom

Sl and passwords, birth dates, social of choice and their right to medical privacy, could not access gyms, restaurants, or
5 insurance numbers, medical movies without a digital vaccine ID.

@ histories, online search activities, and

INEQUALITY: Millions of people (e.g., many of those over 65, those with lower incomes,
those with disabilities, and the homeless) do not have smartphones and would be
unable to participate in a mandatory Digital ID program.

even purchasing behaviours.

Unfortunately, Digital ID technologies
equip Canadian governments to act
upon what they know about you: to
interfere in your personal affairs and,
in some cases, to place unjustified
restrictions on your Charter-protected
rights and freedoms.

PRIVACY: Governments and their branches have already used Digital ID to threaten
the privacy of Canadians. The federal government admitted to digitally tracking the
faces of travellers in Toronto Pearson Airport in 2016, to tracking 33 million Canadian
smartphones during the pandemic, and to freezing the bank accounts of peaceful
protestors and their supporters in 2022. The RCMP admitted to using Clearview Al
facial recognition technology to track and trace Canadians.
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